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Office of Institutional Advancement

1. What happened?

A third-party vendor named Blackbaud, which the Office of Institutional Advancement at
Morehouse School of Medicine uses to maintain information about donors and potential



4. When did the incident occur?

Blackbaud reports that it discovered and stopped the ransomware attack in May 2020.
Morehouse School of Medicine was notified in July. Upon learning of the incident, the Office of
Institutional Advancement began working in coordination with our IT, Legal and Marketing and
Communications departments on a plan to investigate, learn the facts and communicate with
constituents.

5. Should | be concerned that my personal data has been compromised?

According to the investigation by Blackbaud, as well as law enforcement and cybersecurity
experts, we have no reason to believe that any data was or will be misused or will be
disseminated or otherwise made available publicly. Out of an abundance of caution and to
maintain transparency, we wanted to notify you of this incident.

6. What should | do?

At this time, there is no action required on your part. If we learn anything that suggests further
steps should be taken



